Page 1



3GPP TSG-SA WG3 Meeting #95 
S3-191413
Reno (US), 6-10 May 2019
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	33.501
	CR
	0586
	rev
	-
	Current version:
	15.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X


	

	Title:

	Solving registration failure in initial registration procedure with AMF reallocation

	
	

	Source to WG:
	Huawei, Hisilicon

	Source to TSG:
	S3

	
	

	Work item code:
	5GS_Ph1-SEC
	
	Date:
	2019-05-06

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
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	When the Initial AMF decides to reroute the Registration Request via (R)AN to the Target AMF, it sends a notificaiton message to the UE. The UE, based on the notificaiton message, deletes the NAS security context.  
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***
START OF 1st CHANGES
***

6.X 
Security handling in registration with AMF reallocation

6.X.Y
Initial registration with AMF reallocation
Figure 6.X.Y-1 depicts the security handling in initial registration procedure with AMF reallocation, based on the procedures defined in the clause 4.2.2.2 in TS 23.502 [8].  
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Figure 6.X.Y-1 Security handling of initial registration with AMF reallocation 
Step 1-5 and 7-10 in Figure 6.X.1-1 are defined as the clause 4.2.2.2 in TS 23.502 [8].

After Initial AMF decides to reroute the Registration Request via (R)AN to the Target AMF, the Initial AMF sends an indicator (e.g. AMF Reallocation Notification message), to instruct the UE to delete the current NAS security context. The UE, upon the reception of the indicator, deletes the current NAS security context that has been established from early procedures. 

When the UE receives the unprotected Authentication Request in step 10, because UE has no security context, UE will process it and send Authentication Response back to the Target AMF.
***
END OF 1st CHANGE
***
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